**2019-2020学年第一学期学生受骗典型案例**

1、9月13日，18级学生罗某在咸鱼上购买手机，给对方店铺转账了购买手机的费用，转账后对方称要其确认收货才能发货，其想想不对劲才知道被骗了。损失情况：人民币4325元。（虚假购物消费诈骗）

2、10月20日，19级学生雷某玩电脑游戏QQ炫舞时，在平台看到一游戏代练，便添加了对方QQ咨询，了解情况后，根据对方指示在支付宝内激活QQ订单代码，防止QQ封号，操作完后发现支付宝内的支出信息，才知道被骗了。损失情况：人民币8002元。（网络诈骗案 Q仔诈骗）

3、10月29日，19级学生吴某，在QQ上看到一群内发布的兼职广告，便添加了对方QQ咨询，了解情况后便扫描对方二维码转账下单，付款后添加对方提供的财务QQ返款，后根据对方指示登录淘宝授权退款并将收到的验证码告知对方，后收到支付宝的扣款信息，才知道被骗了。损失情况：人民币4427.5元。（网络诈骗案 刷单类诈骗）

4、11月10日，19级学生吴某，在qq刷单群做任务被骗2000余元。（网络诈骗案 刷单类诈骗）

**安全防范小贴士**

1、不要轻易在网上透露自己个人信息，特别是银行账号、密码、支付宝账号等，增强防范意识；

2、找游戏代练或兼职代练、招兼职刷单刷信誉、购物退款双倍赔偿、朋友圈代发广告、微信转账返点（如转100返现105）、代办贷款或者信用卡等都是学生容易接触到且迷惑性强的诈骗手法，请一定要提高辨别能力，以防被骗；

3、对未留固定电话与办公地址广告，在无法确认真伪的情况下，不要轻易相信对方；

4、薪酬明显比市场报价高出2倍以上的广告，不要轻信；

5、招聘方若要求先行缴纳费用或多次索取费用时，应当立即拒绝，发现有其有诈骗迹象的应当立即报警。

6、不轻信、不宣传、不参与任何形式的校园贷款，强化自我保护意识，传承勤俭节约的传统美德，养成良好生活习惯和科学消费习惯。

浙江安防职业技术学院获奖受助学生励志成才承诺书

作为获奖受助学生，本人现慎重做出以下承诺，并同意将其公开，接受老师和同学的监督。

1、所获奖学金、助学金、勤工助学工资等全部用于本人学习和生活之必需，不赠与他人或挪作他用，保证不进行高消费，如吸烟、酗酒、请客送礼、使用高档手机、穿戴高档服装等。如违反上述承诺，将主动退还已获得的有关资金，不再享受相关利益。

2、本人将更加刻苦学习，帮助同学，关心他人。自愿服从学院的调配和管理，遵守准警务化教育管理规定，积极参加公益性的活动或劳动；

3、理性参与社会兼职活动，提高安全防范心理，谨防受骗；

4、按照学校要求提供准确银行账号等个人信息，耐心等待省、市相关资金到位后发放。

我已阅读学生受骗典型案例和安全防范知识，并确认本人做出以上承诺，同意将其公开，接受监督。

（请手抄以上划线文字）：

承诺人： 专业班级： 联系方式：
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